Authenticating Using a Passcode

This article is for faculty, students, and staff who wish to log into their UConn accounts using a passcode.

1. There are two ways to generate one-time passcodes with 2FA:
   a. **Duo Mobile**: Open the Duo Mobile app and expand your University of Connecticut account.
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   b. **Hardware Token**: If you have purchased a hardware token, push the button on the front of the device to generate a code.

2. On the 2FA authentication screen, click **Enter a Passcode**. After doing so, a new text field will appear and the button will change to **Log In**.

3. Type the 6-digit code that appears into the website you are logging into, and click **Log In**.
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No internet or data connection is required when using the Duo app to authenticate a passcode.

Hardware tokens are small devices that generate passcodes to verify your identity in place of a phone.