Adding 2FA to My Web Application

This article is for web application administrators who wish to make 2FA an optional setting on their applications.

If you are a web application owner and you would like to make 2FA optional or required for your application, please create a ticket with the ITS Help Center that includes your application’s name, URL, and your requirements and request that it be sent to the Identity and Access Management group. If your application currently is behind CAS, enabling 2FA is currently supported. If your application uses a different mechanism for authentication, we will do our best to find a supportable solution that works for you.

⚠️ 2FA at UConn is still being fully implemented, and not all authentication methods have been tested or are supported.
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